
A NEW ERA OF CONFLICT AND VIOLENCE

The nature of conflict and violence has transformed substantially since the UN was founded 75 years ago. Conflicts 
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and migrants. Meanwhile political violence no longer affects only low-income states. In the 
past 15 years, more than half of the world’s population has lived in direct contact or proximity 
to significant political violence. 

For women and girls, the home remains the most dangerous place. Some 58 per cent of fe-
male homicides were carried out by intimate partners or family members in 2017, up from 47 
per cent in 2012. Women bear the heaviest burden of lethal victimisation, often as a result of 

https://www.acleddata.com/
https://www.unodc.org/documents/data-and-analysis/gsh/Booklet1.pdf
https://www.unodc.org/documents/data-and-analysis/gsh/Booklet1.pdf
http://visionofhumanity.org/app/uploads/2018/12/Global-Terrorism-Index-2018.pdf
http://visionofhumanity.org/app/uploads/2018/12/Global-Terrorism-Index-2018.pdf
http://visionofhumanity.org/indexes/terrorism-index/
http://visionofhumanity.org/app/uploads/2018/12/Global-Terrorism-Index-2018.pdf
https://www.unog.ch/80256EE600585943/(httpPages)/29B727532FECBE96C12571860035A6DB?OpenDocument
https://news.un.org/en/story/2019/03/1035381
https://www.stopkillerrobots.org/wp-content/uploads/2018/11/KRC_CountryViews22Nov2018.pdf


Perhaps the most prevalent modern-day threat is that of cyber-attacks. According to IBM’s 
X-Force Incident Response and Intelligence Services, the number of cyber-attacks doubled 
in the first half of 2019 in comparison with the second half of 2018, most of them targeting 
manufacturers, oil and gas companies, and educational institutes. Owners of critical infra-
structure are especially at risk, as malicious actors seek to target airport control towers, 
nuclear power plants, hospitals, and dams. Over the past year, more than a hundred cyber 
incidents with the potential to undermine international peace and security were identified. 
Such attacks would cause substantial damage and casualties. 

On the flip side, advances in AI and other technologies also provide new tools and preventive 
strategies for police and counterintelligence agencies to better prevent attacks and identify 
perpetrators. But here too there are risks. For example, predictive policing comes with its 
own downsides, including inbuilt racial and religious biases, which can engendꀓ䀏� 
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